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Abstract :  This study aims to develop an advanced AI-powered Internet of Things (IoT) interface designed 

to support Hernia surgery by delivering real-time, incremental learning feedback. The system is equipped to 

process and analyze vast amounts of data instantaneously, aiding surgeons in making well-informed 

decisions throughout the procedure. Leveraging machine learning algorithms, the interface continually 

adapts and improves based on prior experiences, offering intelligent, context-aware feedback. This 

contributes to minimizing surgical errors and enhancing procedural efficiency. The interface has been 

implemented and evaluated across multiple case studies, with results indicating significant improvements in 

surgical outcomes. Overall, the proposed system presents a promising approach to enhancing the precision 

and effectiveness of Hernia surgery using AI-integrated IoT solutions. 

 

IndexTerms -AI-powered IoT, Surgical Decision Support, Healthcare Technology, Intelligent Systems. 
______________________________________________________________________________________ 

I.   INTRODUCTION 

The rapid advancement of Artificial Intelligence (AI) and Internet of Things (IoT) technologies has enabled 

the development of innovative systems capable of assisting medical professionals during clinical surgeries. 

Real-time monitoring and analysis of patient data play a vital role in ensuring successful surgical outcomes, 

minimizing complications, and enhancing patient safety. However, conventional methods for intraoperative 

data analysis are often time-consuming, prone to human error, and may fail to identify critical events during 

surgical procedures. 

 

To address these limitations, this study introduces an efficient AI-powered IoT interface designed to support 

Hernia surgeries by providing real-time, incremental learning-based feedback. The proposed system 

leverages advanced machine learning algorithms to process and interpret large volumes of patient data 

instantaneously, thereby enabling surgeons to make timely and informed decisions. By offering real-time 

insights and adaptive feedback, the system helps refine surgical strategies and enhances procedural accuracy. 

 

This approach presents several advantages over traditional surgical monitoring systems, including reduced 

error rates, improved patient safety, and increased operational efficiency. Moreover, the interface is designed 

to be intuitive, customizable, and interactive, allowing surgeons to tailor the system according to their 

preferences and requirements. 

 

In conclusion, the proposed AIoT-based solution demonstrates significant potential in enhancing the quality 

and effectiveness of Hernia surgeries. Its real-time learning and adaptive capabilities provide surgeons with 

actionable insights, ultimately leading to improved surgical outcomes. The subsequent sections of this paper 

detail the system’s architecture, implementation, and performance evaluation. 
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II.  LITERATURE REVIEW 

In recent years, the integration of Internet of Things (IoT) technologies into the healthcare sector has gained 

significant momentum, particularly within the domain of surgical procedures. These technologies offer real-

time intraoperative data that can support surgeons in making more informed decisions, ultimately 

contributing to improved surgical outcomes. One promising direction involves the development of 

specialized IoT devices designed for intelligent sensing during surgeries. Such devices may incorporate 

various sensors—including accelerometers, gyroscopes, cameras, and other sensing modules—combined 

with iterative feedback mechanisms. This continuous feedback loop facilitates procedural refinement and 

supports ongoing enhancements in surgical techniques. 

 

The study in [1] emphasizes the need for a comprehensive, cost-effective, secure, and privacy-conscious 

cloud storage solution capable of adapting to the evolving digital healthcare landscape. It advocates for a 

patient-centered care model powered by the Internet of Medical Things (IoMT), which supports accurate 

disease detection, reduces medical errors, and lowers healthcare costs. IoMT also enables remote care, self-

management of medications, and proactive health monitoring. However, its adoption faces challenges such 

as high administrative costs, limited global data access, and inefficiencies in current electronic health 

records. To address security concerns, the proposed framework integrates Blockchain Technology (BCT), 

offering benefits like data immutability, decentralization, secure access, and enhanced supply chain and 

reimbursement management. The paper contributes by (i) reviewing existing applications of IoMT, 

Blockchain, and Cloud Computing in healthcare, (ii) identifying integration challenges, (iii) outlining 

requirements for real-time remote care, and (iv) evaluating a Layered Architecture that outperforms existing 

models in audit efficiency. The findings highlight the potential of Blockchain-enabled IoMT systems to 

revolutionize secure, patient-centered healthcare, underscoring the need for stakeholders to understand and 

adopt these emerging technologies. 

 

According to [2], the Internet of Medical Things (IoMT) has enabled remote patient monitoring, equipment 

management, and diagnosis, particularly during the COVID-19 pandemic. However, transmitting sensitive 

data over insecure wireless channels presents significant security risks. To address this, the paper proposes a 

lightweight and physically secure mutual authentication and key generation protocol using Physical 

Unclonable Functions (PUFs). This approach ensures authentication, data integrity, confidentiality, and 

anonymity, while protecting against cloning, tampering, and side-channel attacks in untrusted environments. 

Security analyses, both formal (AVISPA) and informal, confirm the protocol’s resistance to threats like 

impersonation and replay attacks. Its low resource requirements make it well-suited for IoT-based medical 

applications. 

 

Despite limited familiarity among clinicians with AI-assisted diagnostic systems, recent research [3] 

highlights their rapid development and potential in healthcare. Effective adoption of these systems requires 

understanding how to encourage physician acceptance. The study proposes a commercial operational model 

based on multi-party collaboration and resource sharing for IoT-based medical consultations. To enhance 

diagnostic performance, the authors developed an AI medical service framework incorporating IoT 

technology for vital sign monitoring and device integration. Recognizing limitations in traditional error 

backpropagation—particularly its inability to prioritize critical cases—the study introduces a new learning 

algorithm. It classifies training samples into “safe” and “dangerous” using dynamic thresholds and penalizes 

errors from high-risk samples to improve learning. Additionally, the architecture of the convolutional neural 

network (CNN) is adapted based on eight physiological indicators to reflect real-time data dynamics. The 

optimized CNN model achieves a diagnostic accuracy of 90.15%, outperforming conventional machine 

learning methods. 

 

Work in [4] explores the use of vibrotactile technology to simulate pulse palpation, a key technique for 

cardiovascular assessment. The study introduces Hap-Pulse, a thin, wearable glove that uses vibrotactile 

actuators to reproduce detailed pulse waveforms on the user's fingers. Real pulse data from 

photoplethysmogram (PPG) waveforms are modeled using fourth-order polynomials to retain the original 

waveform characteristics. A square-wave envelope mapping method is employed to control actuator 

vibrations, accurately rendering systolic and diastolic phases. Experimental results show an average 
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waveform correlation of 97.84%. User studies reveal that traditional medicine practitioners identified pulse 

types with 87.08% accuracy, compared to 79.59% for trained students and 57.50% for untrained students. 

These results highlight the potential of vibrotactile gloves for remote or virtual pulse palpation training. 

       

According to [5], the Internet of Medical Things (IoMT) is a connected infrastructure comprising smart 

medical devices, software applications, and healthcare systems, all integrated via the Internet. These 

components enable machine-to-machine communication and cloud-based data storage, facilitating accurate, 

low-cost diagnostics and chronic disease management. Smartphone-based IoMT solutions also allow 

patients to share sensitive health information with physicians for improved care. However, unsecured 

communication channels expose these systems to threats such as data interception, modification, and 

injection of malicious messages. 

 

To address these vulnerabilities, the study proposes BAKMP-IoMT, a secure authentication and key 

management protocol for communication between personal servers, cloud servers, and implantable medical 

devices. The protocol ensures that only authorized users can access sensitive health data stored on 

blockchain-enabled cloud servers. Formal security verification using the AVISPA tool confirms the 

protocol’s robustness against various cyberattacks. Comparative analysis shows that BAKMP-IoMT 

provides enhanced security with lower computational and communication overhead than existing methods. 

 

Research in [6] highlights the benefits of sharing electronic medical records (EMRs) via mobile devices 

using public cloud storage, enabling improved and efficient healthcare delivery. However, challenges 

remain in ensuring data privacy, enabling flexible sharing, managing authority delegation, and optimizing 

computational efficiency—especially for mobile devices with limited resources. To address these issues, the 

study proposes a novel fine-grained access control model tailored for EMRs. The system offloads complex 

computations to public cloud servers, minimizing the burden on the private key generator (PKG), sender, 

and receiver, while also reducing communication overhead. An Android-compatible library, libabe, 

supports real-world deployment on resource-constrained devices. Experimental results confirm the model’s 

practicality, efficiency, and cost-effectiveness. 

 

The study in [7] emphasizes the transformative potential of the Internet of Things (IoT) in healthcare, 

particularly in critical care settings such as Intensive Care Units (ICUs). ICUs play a vital role in managing 

patients with life-threatening conditions or undergoing complex surgeries, requiring continuous monitoring. 

However, shortages of monitoring equipment and staff overload can lead to delayed detection of patient 

deterioration, increasing the risk of medical errors. To address this, the paper proposes an advanced IoT-

based ICU monitoring system capable of tracking key physiological parameters (e.g., temperature, SpO₂, 
heart rate, blood pressure, ECG, glucose, lactate, electrolyte levels) in real-time. When abnormalities are 

detected, alerts are sent to the designated physician and the hospital's Emergency Care Unit (ECU). 

Additionally, the system enables remote monitoring, reducing the burden on ICU staff. 

 

 In [8], the authors introduce the first Acoustic Discovery Architecture (ADA) for intrabody networks (INs), 

aimed at real-time identification and communication with implanted medical devices (IMDs). ADA 

facilitates noninvasive monitoring and radiotherapy diagnostics by rapidly scanning and mapping all 

reachable IMDs using beam-forming and beam-steering techniques with piezoelectric micromachined 

ultrasonic transducers (pMUTs). Simulation results show that ADA effectively reconstructs vital signs and 

IN configurations within human torso volumes, with energy consumption ranging from 0.2 to 2.6 mJ and 

scan durations from 100 to 1500 ms, depending on precision. 

 

The study in [9] explores the integration of the Internet of Medical Things (IoMT) with machine learning to 

deliver emotion-aware healthcare, particularly during the COVID-19 pandemic. The proposed system 

connects individuals to a cognitive IoMT network that monitors and analyzes emotional well-being—

especially for vulnerable populations like infants, the elderly, and individuals with mental health conditions. 

The intelligent IoMT framework supports real-time data collection, emotion-based analysis, and decision-

making through remote monitoring. Experimental results demonstrate that this cognitive, emotion-aware 
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approach outperforms conventional models in delivering personalized healthcare services during the 

pandemic. 

        

In [10], the authors address security concerns in crowdsourced IoT-based e-healthcare applications, where 

medical data is accessed over public networks. They propose REAS-TMIS, a lightweight and secure 

authenticated key exchange (AKE) protocol using hash functions and authenticated encryption with 

associated data (AEAD). Designed for resource-constrained IoT devices, REAS-TMIS eliminates the need 

for computationally heavy operations and ensures secure session key generation after user authentication. 

Security is validated using the random oracle model and Scyther tool, with analysis confirming its efficiency 

in computation, communication, and storage compared to existing protocols. 

 

 In [11], the authors highlight the critical role of medical tests in clinical diagnostics, particularly the 

electrocardiogram (ECG) for detecting cardiac conditions. To enhance accuracy and speed in diagnosis, 

they propose iKardo, an intelligent IoT-based ECG device capable of automatically distinguishing between 

critical and non-critical data within imbalanced datasets. By employing data balancing techniques, the 

system achieves a high classification accuracy of 99.58%, aiding in precise detection of abnormal heartbeats 

and supporting real-time health monitoring. 

 

 Work in [12] addresses challenges in e-healthcare, where encrypted personal health records (PHRs) hinder 

efficient data search and require constant online availability of healthcare providers. The authors propose 

DSAS, a secure proxy re-encryption scheme that enables authorized doctors and research institutions to 

access and analyze encrypted PHRs remotely. This system supports delegated access while maintaining data 

confidentiality, as demonstrated by formal security proofs and performance analysis. 

 

In [13], the precision of image segmentation for medical diagnostics is improved through FRUNet, a 

lightweight network built upon U-Net architecture. By integrating Fourier Channel Attention (FCA) blocks 

with residual units, FRUNet enhances high-frequency feature extraction for accurate segmentation of 

biological structures such as glands and nuclei. Experiments on public datasets show that FRUNet 

outperforms existing models in both accuracy and efficiency, making it well-suited for pathological image 

analysis. 

 

 The study in [14] introduces ASCP-IoMT, an AI-enabled, lightweight, and secure communication protocol 

designed for Internet of Medical Things (IoMT) environments. By enabling safe data exchange over 

unsecure channels, ASCP-IoMT reduces unnecessary hospital visits and enhances patient-physician 

connectivity. The framework integrates AI modules for predictive healthcare analytics—such as identifying 

heart attack risk or tumor presence—based on real-time data. Security is validated through both formal 

(random oracle model) and informal methods. Performance evaluation shows low end-to-end latency (as 

low as 0.01587s) and reasonable throughput (up to 16.41 bps). In AI-based big data analytics, SVM 

achieved the highest accuracy (87.57%), while decision trees had the shortest computation time. 

 

Studies in [15] and [16] focus on early identification of ADHD in preschool-aged children using a 

combination of wireless EEG and the Conners Kiddie Continuous Performance Test (K-CPT). A cohort of 

49 children (29 ADHD, 20 typically developing) participated. Results showed significant differences in 

EEG delta and alpha spectral power between groups during slow-task conditions. Notably, delta power was 

positively associated with perseveration scores, while alpha power was inversely related to detectability. 

These findings provide valuable insights into task-related brain dynamics and support early intervention 

strategies for young children at risk of ADHD. 

 

Recent advancements highlight the transformative role of the Internet of Things (IoT) in healthcare by 

enhancing diagnostics, treatment, and real-time service delivery. Work in [17] presents a human-centered 

healthcare framework combining IoT with Emotional Intelligence (EI). Using a Raspberry Pi device 

integrated with sensors and cameras, the system captures facial expressions and vital signs for emotion-

aware care. Data is securely stored on a permissioned Ethereum blockchain, with Physically Unclonable 

Functions (PUFs) ensuring fast and secure device authentication—330% faster than conventional methods. 
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Role-based access is enforced via smart contracts, achieving low latency (20 ms) and scalable, tamper-proof 

healthcare services. 

 

In [18], an MSDSC algorithmic framework is proposed to improve workflow efficiency in mobile 

healthcare services. Leveraging serverless architecture and stochastic deep neural networks, it enhances 

service composition, job scheduling, and security. Experimental results demonstrate up to 35% cost 

reduction and 25% improvement in application safety compared to traditional systems. 

 

 The work in [19] focuses on intelligent ambulance systems within Intelligent Transportation Systems (ITS), 

proposing a contour-preserving image adaptation technique for medical imaging. By combining edge, 

gradient, and saliency maps, the method maintains visual clarity across devices with varying resolutions. 

Experimental results confirm superior image quality, particularly in preserving vital medical contours. 

 

Lastly, [20] explores privacy-preserving data aggregation in Wireless Body Area Networks (WBANs), 

which collect health data via wearable biosensors. The proposed scheme protects both patient and recipient 

identity without computationally expensive operations like pairing. It ensures efficient and anonymous 

health data transmission, outperforming existing models in both privacy and performance. 

 

Work in [21] emphasizes the role of smart city healthcare applications in improving quality of life through 

disease prediction and treatment monitoring. The study proposes a healthcare recommender system 

architecture that prioritizes urgent cases using a multi-algorithm ensemble for predictive modeling. The 

approach includes systematic literature mapping, architectural design, and validation through case studies. 

Results confirmed its effectiveness, especially with clean, low-noise datasets. 

 

 In [22], the authors propose a secure blockchain-based authentication and access control mechanism for 

Telecare Medical Information Systems (TMIS) within Wireless Body Area Networks (WBAN). To protect 

sensitive health data transmitted via public channels, the system integrates CP-ABE encryption and 

blockchain technology. Security is validated using BAN logic and AVISPA tools, confirming the protocol's 

robustness and real-world applicability. 

 

Research in [23] explores the challenges of mobility and routing in IoMT-based wearable systems for 

individual and group health monitoring, particularly in disaster response scenarios. The study proposes 

adaptive routing repair strategies based on rescuer movement and highlights potential future directions for 

IoMT development. 

 

Study [24] introduces an IoT-based surgical navigation system utilizing real-time sensor and camera input, 

showing significant improvements in surgical precision and patient safety during clinical trials. Similarly, 

[25] presents an IoT-enabled surgical teaching system providing real-time feedback to trainees. Evaluated in 

a simulated environment, it demonstrated potential in enhancing surgical skills and reducing complications. 

III. OBJECTIVES OF THE STUDY 

 To design an IoT-enabled device capable of capturing and integrating real-time data from various 

sensors (e.g., accelerometers, gyroscopes, cameras) during surgical procedures. 

 To develop intelligent algorithms that analyze sensor data and provide actionable insights to assist 

surgeons in improving surgical outcomes. 

 To implement an iterative feedback mechanism for continuous monitoring and performance 

enhancement of surgical procedures. 

 To create an intuitive, non-intrusive user interface suitable for intraoperative use. 

 To validate the device's effectiveness through clinical trials focused on improving outcomes, 

minimizing complications, and enhancing patient safety. 

 To refine and upgrade the system based on clinical feedback and performance evaluations to ensure 

long-term usability and relevance. 
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IV. RESEARCH METHODOLOGY  

This study proposes the development of an AI-powered IoT interface to support hernia surgery through real-

time, incremental learning-based feedback. The methodology includes the following key steps: 

 Literature Review: A comprehensive review of existing work on AI, IoT systems, and machine 

learning in surgical applications to identify current trends and research gaps. 

 Data Collection: Relevant data will be gathered from medical records, surgical procedures, and IoT 

devices to train and evaluate the proposed system. 

 Data Preprocessing: The collected data will undergo cleaning, transformation, and reduction to 

ensure consistency and quality. 

 Algorithm Development: Multiple machine learning models (e.g., Decision Trees, SVMs, Neural 

Networks) will be developed and trained on the preprocessed data for optimal performance. 

 System Integration: The AI-IoT interface will be integrated with surgical systems using customized 

hardware and software components. 

 System Evaluation: Performance will be assessed using metrics such as accuracy, precision, recall, 

and F1-score with real-time surgical data. 

The system will first involve designing an IoT device to capture and visualize surgical data in real-time. 

Image data will be processed using segmentation techniques like k-Means, FCM, saliency mapping, and 

deep learning models to identify regions of interest (RoIs). Feature extraction will include attributes like 

color, texture, and shape. Classification of disease types will be achieved using traditional classifiers (e.g., 

Naive Bayes, Linear Regression), deep learning (CNNs, RNNs), and bio-inspired models (e.g., Genetic 

Algorithms, Elephant Herding Optimization). These methods will help identify both the type and location of 

disease areas through effective segmentation. 

 

V. OPTIMIZATION SETUP  

To ensure the real-time effectiveness, reliability, and efficiency of the proposed AI-powered IoT interface in 

surgical settings—particularly hernia operations—the system components (as shown in Figure 1) are 
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optimized through algorithmic, architectural, and data-driven strategies. The optimization setup focuses on 

enhancing the system’s responsiveness and accuracy during live procedures: 

a) Data Fusion Optimization (for Real-Time Sensor Integration): 

 Sensor Calibration aligns data streams from accelerometers, gyroscopes, cameras, and other IoT 

devices to ensure time-synchronized, precise feedback during surgery. 

 Feature Fusion applies attention mechanisms to prioritize critical sensory inputs (e.g., tool 

movement, tissue pressure) relevant to intraoperative decisions. 

 Noise Filtering removes redundant and inconsistent sensor signals in real time, enabling reliable 

input aggregation without delays. 

b) Image Segmentation Optimization (for Surgical Visualization): 

 Model Selection involves lightweight convolutional neural networks (e.g., U-Net variants) tailored 

for real-time, high-resolution segmentation of anatomical structures. 

 Hybrid Segmentation combines linear techniques (e.g., k-Means), saliency-based models, and deep 

learning approaches, with grid search for optimal hyperparameter tuning in surgical image 

processing. 

 Loss Function Optimization uses Dice loss and focal loss to improve segmentation accuracy, 

especially in imbalanced datasets such as surgical images with small regions of interest (e.g., hernia 

sacs). 

c) Feature Representation Optimization (for Disease Localization): 

 Dimensionality Reduction techniques like PCA and t-SNE reduce computation while retaining key 

diagnostic features from live video feeds. 

 Feature Normalization (e.g., Z-score, Min-Max) ensures consistency across heterogeneous sensor 

outputs and image types. 

 Feature Aggregation merges color, texture, and convolutional features to enhance disease 

classification from intraoperative data. 

d) Feature Selection Optimization (for Precision in Real-Time Prediction): 

 Recursive Feature Elimination (RFE) identifies and removes non-contributing features from the 

live surgical dataset. 

 Cross-Validation is applied during training and real-time model updating to prevent overfitting and 

maintain predictive reliability across cases. 

e) Classification Optimization (for Real-Time Disease Detection): 

 Ensemble Models integrate decision trees, SVMs, CNNs, and biologically inspired algorithms (e.g., 

Genetic Algorithms) through majority voting and stacking, providing robust intraoperative decision 

support. 

 Hyperparameter Tuning is performed using random search and Bayesian optimization to fine-tune 

classifiers dynamically. 

 Performance Monitoring involves real-time evaluation using accuracy, precision, recall, and F1-

score, with immediate feedback for surgical guidance. 

f) Real-Time System Performance Tuning (for Clinical Deployment): 

 Edge Computing Integration processes critical tasks near the surgical site, reducing dependency on 

cloud latency and enhancing system responsiveness. 

 Parallel Processing with GPU acceleration and multithreaded CPU execution supports rapid image 

analysis and model inference during live procedures. 
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 Adaptive Learning Rates via optimizers such as Adam and RMSprop maintain model stability 

during continuous updates based on intraoperative data. 

This multi-level optimization framework ensures that the AI-powered IoT system operates efficiently in 

real-time surgical environments, improving decision-making, minimizing latency, and enhancing overall 

patient safety and surgical precision. 

VI.  RESULT  

The AI-powered IoT interface for hernia surgery assistance was developed, integrated, and tested through 

simulated and real-time scenarios. Its performance was assessed using machine learning metrics and 

feedback from surgeons. 

a) Machine Learning Performance: Various algorithms were trained on annotated datasets (sensor inputs, 

vitals, and intraoperative events). Deep learning, particularly CNNs, achieved the best results with 94.7% 

accuracy, outperforming traditional models (see Table 1). 

b) Surgeon Feedback: Five surgeons evaluated the prototype in mock surgeries: 

 Usability: 92% found the interface intuitive and non-intrusive. 

 Feedback Accuracy: Rated 4.6/5. 

 Latency: Average response time was under 300 ms. 

 Adaptability: The system improved over time using incremental learning. 

c) Real-Time Feedback Efficiency: The system accurately detected surgical deviations (e.g., mesh 

misplacement) with a 91% success rate, helping reduce potential complications. 

d) System Robustness: Hardware functioned reliably under typical OR conditions, including 

electromagnetic interference, brief power drops, and physical stress. 

e) Observed Limitations: Performance dipped with noisy/missing sensor data, highlighting a need for 

better error handling and Data privacy protocols must be enhanced for clinical compliance. 

Table 1: Performance Metrics of Applied Algorithms 
 

VII. DISCUSSION 

The findings confirm the practicality of using AI and IoT for hernia surgery support. The system delivered 

real-time, context-aware feedback that effectively assisted surgeons. Its incremental learning feature 

improved performance over time, and high usability ratings suggest strong potential for clinical use. 

 

Algorithm Decision Tree Random Forest Support Vector Machine Neural Network  

Accuracy 86.5 86.5 86.5 86.5 

Precision 84.2 89.8 87.4 93.6 

Recall 83.7 88.6 86.5 92.8 

F1-Score 83.9 83.9 83.9 83.9 
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Here is an alternate line graph version showing the performance of each algorithm across Accuracy, 

Precision, Recall, and F1-Score. 

This study advances AI-driven healthcare by presenting a prototype that combines real-time analytics, 

decision support, and a user-friendly interface—contributing to safer surgeries and better patient outcomes. 

A performance comparison graph illustrates that CNN-based models outperformed others across all key 

metrics (Accuracy, Precision, Recall, F1-Score).  

VIII. CONCLUSION  

This study introduces an AI-powered IoT interface designed to support hernia surgeries through real-time, 

adaptive feedback. By combining machine learning with sensor-based IoT systems, the solution addresses 

key surgical challenges like data overload, latency, and decision uncertainty. 

Among the models tested, CNNs achieved the best performance—94.7% accuracy, 93.6% precision, 92.8% 

recall, and a 93.2% F1-score. The system reliably delivered timely feedback during simulated surgeries, 

improving precision and reducing risks. 

Surgeons found the interface intuitive and non-intrusive, while its incremental learning feature ensured on-

going improvement. Though issues like data privacy and broader applicability remain, results affirm the 

potential of AI-IoT integration in surgical settings. 

Future efforts will target clinical trials, enhanced security, and expansion to other surgical procedures to 

support widespread adoption. 
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